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Key words: Abstract: In the era of the 4th and 5th revolutions in information
cyber security, technology and industry, the world has not yet been able to
cyber attack, cyber control its cyberspace. For this reason, cybersecurity is not only
crime, Artificial inextricably linked to the national security of any country, but
Intelligence. also one of the most pressing issues that poses the greatest risk.

Countries are developing their legal and regulatory environments
to ensure cybersecurity, while also developing cooperation
with neighboring countries and regions. In addition, artificial
intelligence is increasingly being used to ensure cybersecurity.

Opumua

CyyJuiiH XKWIYYId XUHAMAI OIOYH Hb YJIC OpPHBl HMMIAOM, 3AMMH 3acar,
IIMHKIIDX yXaaH, TeXHOJIOTH, 0aT/iaH XxaMmraaiax, aloyaryd Oaitman 33par Oyxuid
7 canbapT epreH HIBTAIPY, TYYHHHUT YHAICHHH aroylnryd OalIbIr XaHTraxal
alMriax MUHY HOX1eJ1 Oaiiaan Ouit 6ooosn Oaiinal.

Kubep aroynryit 6aiinan 6a xuiiman oroyH (Artificial Intelligence, Al) Hb
MOIPAUIUIH CUCTEMUIT Xamraajiax, 3M33T OalUIbIl WIPYYJIdX, Xajjajaraac
yYpbAUWJIAH COPTUIIRX, Xapuy YHIAD Y3YYI3X 30pWITO0pP XHUUMAI OKOYHBI
XOKYYJIUITUIT allIUIIacaH TEXHOJIOTUHH XyBbJl MHHOBALBIH 1IOTI] CUCTEM IOM.
DHAXYY LIOTIl CUCTEM Hb Jlapaax OHIYIOryyaTal. Y YHI:

- XuiMOAII OI0YH allluIIaH Kubep xaniara uipyyJisx, TYYH 193D YHIICIH
aBTOMAT Xapuy YWIIAI Y3YY/IdX YarOOTHIT XOTKYYIdH HAIBTPYYIIX,
COKUTTAH OrOTIJIMUT IIMHKIIAX

- Cucremuiin Oaranraar Oaiifay, XamraanaiT, XaJJjaraac ypbI4ydJIaH
COPTUIIIX, XaJJuiara uipyyJisx;

- TexHONOrMiH OpYMHA MAILIH CYpraJIT, OTOIUINIH [UHKUIT), HATICOH
CUCTEMUMH aBTOMAT)KYYJalT, YYJIdH CHUCTEMUWI OHOBUTOM alIMIiIax
39pAT OOJTHO.

YHICIH X361
Har. BHXAY 60100 OXY-bIH Ku0ep aroyJryi 6aiajbIir XaHrax, XuimaJa

Y Awyneyii 6aiioan cyonanein xypoosasu. (2025.4.29). “Xuiimon oroyu yxaan - aroyreyii 6aiidan 6a éc 3yu”’
007100 xonoeutin moum. https://niss.gov.mn/archives/4040;
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OIOYHBIT XOIKYYJ/IIX TaJaap X3pIrKyy/xk Oyil 601/10ro

BHXAY 06on gpnxuiiH XaMruiiH OJIOH XYH amTai, stH3 OypUiH YHIICTIH
sICTaH, 3aH 3aHmMI XouuiacoH S000 rapyil »KWIMiTH COEN UPTIHIUIANH TYYXTIH
TOM TYp3H Oereen 9 cas 600 MsHraH XaBTTail 1OPBOJKHH KHJIOMETP KBaapaT
HyTar I3BCrIPTIH, 56 YHAICTHIAC OYpacoH Huidt 1,409 ToapOym XyH amTaii’.

XsTaaplH MHTEPHAT, CYIDKIIHUN MImumniiH TeB (China Internet Net-
work Information Center, CNNIC) 2023 onsl 12 capsin Oaiinnaap XsaTaJablH
WHTEPHAT X3p3rmraauiid 100 1.092 tapOym xypd, ©MHOX OHBI MOH yeac 24.8
casiap H3MAII YK, UHTEPHITUIH HIBTPIATHIH TYBIIUH 77.5% Oytoy 1.9 myHKT3p
eccoH 3k 2024 onsl 3 capa Mam3amcsH. YyH3sc 1.091 topOym Hb rap yrcaapaa
MHTEPHATA/I XOI0O0IICOH Hb MHTEPHAT X3Py AuiiH 99.9 XyBuiir 333wk OaiiHa.
Xe/166 OpOH HYTTUHH MHTEPHAIT X3panmruauiiH 29.8% Oyroy 326 cas, XOThIH
xopanmryaug 70.2% Oyroy 766 cas Gaitna®.

JPnxuiH XaMruiiH OJIOH MHTEpPHAT Xd3pAnrurdi Xsarax yncan Kudep
IIMT XIPTUHAH TOO JKWIAAC JKUJIIJ HIMITI2K Oyl COPHITYYyATal Tyarapd OaiHa.
XsTanan rapu Oy ra3MT X3pruifH 1/3 Hb axuM IIMT X3par Oaifraa 6ereej sH?
Hb KWIId 30%-uitH ecentTdaH, xuna 95 TIpOyM roaHuil angarganrtail Oairaa
ICOH MR Omid. XKummd v, 2016 oHx XATaablH UHTEPHAITHIH alOYNTyi
Oaiiiein Qihoo xommanu 70,000 rap yrac aa3paMadx oposaioro, 197 cas
¢ummHT Xanpiara, 20,000 Hb MeHTOHUH anaaraan, XsTal 1aXxb aHIPOU] yTaCHBI
99,99% Hb aroynryi 6aiIIIbIH CyIT TAJIBIT MII3JICHIIP Y33X3 KUOEp I'IMT XIpar
Hb XATaa]l XaMTHIH TYT9M)J1 IIMT X3PpTHidH Tepelt 0omoox Oaitna. Kubdep ramt
X3pAT Hb BUPTYaJl OPOH 3aid, 00JUT OPOH 3aliH ajib AJIMHBIT Hb X0J000/] 30rCOXI'Yi
XHWJI IaMHacaH MIMHXKTA3M 0ok Oaiiraa Tyl OJIOH YJICHIH XaMTBIH aKujlaraar
yJaM WIIyY IIaapiaax OaiHa.

BHXAY #p 2022 onnx 342,000 rapyii kubep xanajaraj eprexk, dIridp
xayiara 3acruidH razap, mapar OariaH Xxamraalax, TarHyyil, YJIC TOPUIH 00JI0H
IPPTURH HYYI[ MR Xyynb Oycaap XaHOaX, XyAraijaxaj YHIIATACOH.
CanxyyruiiH OalryynnaryyablH XyBbJl KuUOep 3ajiiaH JaBaMraiybk OaiiHa.
Texnonoru 6a xapuiiaa XoJa000HbI candapT OIOYHBI OMUYHUT XyATaiiIax, SpuuM
XYYHUH CYJDKI), Fa3pblH TOC, OalranuitH XuitH canbapyyabir XsiHaJITaH1aa aBax
3CBAJ YIIUMIIIAr TaCAIAyYlax, TOTOOMBIH YHIABIPIIMNUH XOIKYYJIITH
OIOYHBI ©MY XyJTaijiaX, XOpJOH CYHTIOX 39pradp 3apuM uyXad YHIT4HiIr’ar
TacaJiyyinaxaJ YMIIATACOH OaifHa. Hoamk nmypraxan, Tyc yicaa WHTEPHAITHIH
OMT Xopar 850 TopOyM aM.I0JUL-T XYpCoH OaiiHa®.

2 awoopae, I1., Cyeap, I (2025). BHXAY-vin yHOICHULL 96 HI201199 XAH2AX MALAAP XIPI2HCYYANC
obatieaa 6001020, copurm. -VbB., “Aioyreyil baudan, bamnan xameaanax cyonar” comeyya., Ne 39(49),
ISSN: 2220-9115., x. 5-16;

3 China Innovation Watch. (2024). https://www.ciw.news/p/china-internet-overview;

* Min Jiang. (2024). Cybersecurity Policies in China., https://www.researchgate.net/publica-
tion/348225744_Cybersecurity_Policies_in_China/ DOI: 10.1007/978-3-030-56405-6_5,
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XsTaabIH Xanpiaraj xapuy yinaan y3yynx 6ar (CERNET Computer Emer-
gency Response Team, CCERT) 2024 onx 2,573 atoynryit 6aiiiiieia OyaJinaHbIT
unpyyncauii 700 motoonpinx, 1,493 Hb ragaagaac ypcrajaac xajjcaH OaiHa.
XsATaIbIH KOMITBIOTEP CYJDKIIHUM Xaasaraja xapuy YHIIRI y3YYJIsx 60I0BCcpod,
cynanraansl 6ar (China Education and Research Computer Network Emergen-
cy Response Team, CERNET) naspx Oymiuansl 379 TOXHUOIUIBIT CUCTEMHIT
atoynryid Oanmmeir xsiHax (Security Monitoring System) 3amaap HIPYYJICOH
OaiiHa’.

Youponaea, soxuon batieyynanm: Xstaasin Kommynnct Hampin Te Xopoo
Hb TyC YJICBIH IIMHAB3P raprax 1337 Oairyysiara 0ereej TyC TeB XOpOO Hb
yAC TOPUMH Y331 OApUMTIAJIBIT TOJOPXOMIIK, YHIICHUM OOMIJIOTO, TAPTYYIIIX
YUIIMAT yiupaad yuntyyinar Tepuiin spx Oapux 1337 Oaliryyiiara 6010x
Tepuiin 3eBnen Hp XKH-1 xapbsanarngar 6erees TeB XopooHOOC TOITOOCOH
YYPAT YUIIDIUWH KHOEp aloyinryd Oalipll XaHTax a)JIbll  aXHLIajar.
XKH-piH TeB XOpOOHBI I3pramdXx XsATaablH YHIICHUH aroyiaryd OailaibiH
X0p00, MpaduMidiH aroynryid OaluiblH TeB, TYYHWISH Iarnaa, TarHyyJbIH
Oaifryyaryyn Kubep opoH 3aiiH aM33T OaliuIbIr Oyypyynax, Kuoep Xajiarsir
WIPYYJdX, TaciaaH 30rCO0X, C3PIadX, YPhAUMIIAH COPTUMIX apra X3MiKIIr
aBu Oaifna®. Tyxainban, Tyc yinc OamiaH xamraanax HIIBXTOH CTpaTeruir
XIPITKYYIIXIII “YIIC OpOHJ TyJrapd Oyl YHAICHUHN al0yAryi OaiiisiblH HUATIAT
AIOYJT MJIPBXTIH XapHy apra XaM X33 aBax’’ TICIH 30pUJITHIT IIBINYYJICOH OaliHa’.

Xyynw, apx 3ytin opyun: 2017 onp Gatnaracan “Kubep aroynryit Gailansia
Tyxail” Xyynb Hb XsATaaplH KHOEp aoynaryil Oaiuibir XaHrax, 3px 3YHH
XapWLaar 30XULyyjgar XaMruiH 4yxall, Cyypb Xyyib IOM. OHY Xyyjb Hb YIIC
OPHBIX00 MIIIAJUIMHH AlOYyNryid OailliIbr XaHrax, CyJDK39HUH XSIHANTHIH apra
X3MKIOHYYIUUT aBax, HaXUM OpPUYUHJ UPI3j, OalryyiiarslH 3pX aliruir OypaH
XaHTax 30pPHITOTOM 06Te6,1 MAIIIIUIMIH at0YNTYH OalIJIbIH CTAaHIAPTHIT TOTTOOX,
LHAXUM M3AD2JUIMHH  XaMraaJaidThll JPUYUMKYYJIXdA YUDIACOH. TyyHWIdH
MAIPAUIUHH gyxan a1 OyrmmitH omeparop (Critical Information Infrastruc-
ture, CII)-yynan xaryy yypar xapuyiara xymaar»k, CII Oyc oneparopyyasir
VOKMIT TOCTIM IYPMMHT Jarak MepIexXuilr ypuaipk, OyX OHJIAH YHI4Mirs»
Y3YYJIOTUIHIH TOPUITH XSHAITHIT YP TYHTIHUIIIp OPre)yyaars.

> APCERT report. (2024). https://www.apcert.org/documents/pdf/APCERT Annual Report 2024.pdf.,
mo6l;

¢ Cybersecurity with Chinese characteristics. Digital governance in the Indo-Pacific and the Taiwanese
alternative. (2025). ARTICLE 19, 2025 (Creative Commons License 4.0)., www.articlel9.org;

7 IHanamoopxe, I (2024). Bamaan xameaanax cyonan. OHOL, NPaAKMUKUiH dacyyonaapx 35posm
WUHICUN2IIHULL O YANUUH dMXxamedn., Byeo Hauipamoax Xamao Apo Yacein b6amaam xameaanax
HOMIONBIH Xy6bcan eopuneam., -Yb., “Coémbo npunmune” XXK., ISBN: 978-9919-0-293-1., x. 54-57;

8 Cybersecurity with Chinese characteristics. Digital governance in the Indo-Pacific and the Taiwanese
alternative. (2025). ARTICLE 19, 2025 (Creative Commons License 4.0)., www.articlel9.org;
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“YHISCHMI TarHyyinblH TyXal /IIMHAYWICOH Hadpyynra/” xyymns 2017
OHJI IIMHYYWIICOH Halpyyaraap OatnarjacaH 0ereej XyBb XYH, OaWTyylaryyn,
TIp AyHJaa rajaaja J1axb TEXHOJOTUHH (UPMYYJ TarHyyiblH YIUI akuijaraa,
MDBIRRIIRI LY IITyYlIax, Tep, OairyymiarsiH 00JI0H XyBHIMH HYYLaa Xyyib Oycaap
Xajmax, TaHaax aXuaraar sByysax 33par 3pX 3YHH XapuJlaar 30XHiyy/iaar’.

XsraapiH 3acruiiH razap 2016 onx OarancaH “XsATaablH KUOEp AlOyITYH
Oal/UIbIH YHIOCHHUM cTparern” 3H3 Hb YHAICHUN aroyinryid OalJuibll XaHrax,
TYyC YJICBIH KMOEp OpOH 3alI Xamraanaax, M3/I33JIMIHH TEXHOJIOTUNT JIBLIMITAT
TIPryyJdry canbap OOJroH XOrKyyJdX, KHOep XY4HH YapMaaThIr 03XKYYIIdX,
LAXUM 3AUHH 3aCTUHAT ©preXKYYJI3X 30pMITOTON. DHAXYY YHAICHUIN CTpaTeruiiH
YH/ICOH 30pWIT Hb

- MbudsaIuiiH SOUMH 3aCTHIT XaMraanax;

- XyBUWH MAIP3IUIHIH al0yATYH OaliIbIT XaHTax;

- Tapnsl Xanaraac yppA4niiaH COPTUNWIINX, Xapuy YA Y3YYJIIX;

- Tep, OuzHec, UPrIIUHH XOOPOHABIH XaMTBhIH aXKHJIJaraar 30XMIlyYyiax

39P3rT YUK OaliHa.

“HTepHITUIH Taaa] XsHAIT, 30XUIYYIanThiH cTanaapt -bir 2017 ona'?,
“T'agaan Oaiiryysuiara, MHTEPHAIT YHIUMIT) 3pXJ3ry 31 TaBUTAAX [1aapara’
cranaapt 2021 onn, men 2022 onx “l'amaam upram, ax axyldH HAIMKUNAH
WHTEPHAITUIH HIBTPIITUHUT XAHAX Kypam™ 33prHMr OaTiaH rapraH MepIeriex
OaifHa.

Homx  nypmaxan, mwmkwuran Ttoprousl 3am e 2014 omer 11 capna
6atnaracad “MXXT-uitH yumIAI3p Xapuwinaaraidl yJic OpHYYIbIH XOOPOHJIbIH
UHPPACTPYKTYpbIH OyTdH OairyynanteiH Tenesineree (MIIT’s plan for the
Construction of Interconnected Infrastructure in Surrounding Countries)-Huii HAIT
X3C3T IOM.

2015 ounsl 3 capa Yuascuuit xerxiuitd 6a Tecnuitn komucc (HATTK)-ooc
Oarnan rapracas “‘bycuiin snuiiH 3acruiin 3am 6a XX 3yyHbI TOHTUCUIH IPPTUMH
XaMTapcaH OYT?3H OalryynaaThil ASMXKHUX Y331 Oapummian” OapuMT Ou4ur
Hb XWJI XS3raapblH 4yXajd CYJDKIIHYYAUNHH OYTI9H OalTyymanThIr TYPIITIOH,
MXXT xamMThIH axusuiaraar eprexxyyaxuir BeetHam, MHaone3 33par 3yyH
eMHe[ A3uiiH OpHYyyZAal ypuajcaH.

XKH-aac 2016 onn 6atian rapracat Y HIICHUN M3ARIIAIDLKY YT 13 naxp
TaBaH xunuiiH Tenenneree (13th Five-Year Plan for National Informatization)-uy
TYC YACBIH KHOep aroyaryi 6aiuibiH Tanaap 6apuMrtamk Oyil 00AJI0TbIH 30PHIITO
Hb ACEAH-bI opHyynTail XaMTBhIH aXWjularaaraa eprexyyJdH XerKyYI3Xdl
YUTIATA2K, MOH OHbI 11 capn 3oxuon Oairyyncan “ACEAH-Xsarax” maon

Y Mon mauo;
10 Internet External Control and Regulation Standards;
B Digital Silk Road;
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XOMXKIIHMM yynraH yyn3anTbid yeap “ASEAN-China Strategic Partnership Vi-
sion 2030” GapumT OuurHiir 6araican'.

BHXAY Hunones, [Takuctan 33par 49 opontoit “byc 6a 3am” xo€p maxp
gyynrayyn3anaTsir 2019 ona30X10H 6airyysmk, 85 opuiM TEXHUKHIH CTaHAAPThIH
rapad Oaiiryyncan. BHXAY 2023 ounsr 10 capa 3oxuon Oaiiryymaracan “byc
6a 3am” rypaB Jaxb 4yyira yyia3aidTbhlH YEdp IJIXUNH IMKUTAI 3acariajiblH
IYPAM, T3p OyHIaa KuOep aroyiaryi OaluiblH 3acariaibil O0JOBCPYYJICaH Hb
TyC YJC 3H3 YMIJIAIIIP MaHJIaiIax 30pWITBIT HOTOLK OaitHa. DH3XYY 30pHIIrO
Hb “JIMKUTal TOPTOHBI 3aM’-bIH TAPIYYJIAX UYUIIDIAYYIATIN YsIIJIaH XOIKHK
Oaitna. Tyxaitn6an, BHXAY-biH YHISCHUM 9MuiiH 3acar, HHUTMUNT XOKYYJIIX
XIV raBan xunuiin tenenneree (2021-2025 on), BHXAY-pin 2035 oH XypTanx
ancelH xapaa®®, kubep aroyiryil GaiUIbIH OHOOIMIH HOXIIOJ Oaiiiai, XJ3THIH
TOJIOBJIOJTO/l aHXaapliaa XaHIYy/DK, KUOep OpOH 3ail Jaxb yYpras O3XxKyylsx
XYCOJI OpMII3IITIN Oaliraaraa MIPXUMIICIH.

Xoép: OXY-bIH kudep awyiaryii 0aiajbIr XaHrax, XuiMdJ1 OWYHBIT
XOIKYYJIIX TajJaap XIpPIrKyyJxk 0y 601/10ro

OXY up gonxuitH xamruiiH ToMm 6omox 17,075,400 xaBTtraii nepBeJDKUH
KWJIOMETp Ta3ap HyTarTail, XyH aMblH TOOIOOpOO 8 ayraapt opaor yic oM. Tyc
yiac 2022 onsl Oaiimaap 143 cast XyHTIH™,

2024 oubl oxHMI yaupabiH Oadimmaap OXVY-n 130.4 cas WHTEpHOT
XOPAMIATYTAU, HUHTEPHITUHH HIBTPANT 90.4 XyBbTail Oaitna. Hulirmuiin
cyokaHuN 106.0 cast xapammdruraid Oairaa He XyH aMbiH 73.5% 333k Oaiiraa
6011 219.8 cas rap yTacHbI X3p3miard Hb 152.5 xyBbrail ToOHIDK OaitHa®®.

Tampama nypnaxazn, 2024 ousl 11 capbiH Gaifiaap Tyc yiaCBIH TOpUNH
Oaiiryymnaryyn pyy uaraacsn DDoS (Distributed Denial-of-Service) xaniara
355,000 widpesn Hb 2023 oHooc xoiimn 16%-aap ecxkad'c.

Xyyis, opx 3ytiH opuun: “M>dI3IIINNRH aroyaryi OalanbiH Tyxai” xyyas 2020
OHJ] IIMHAYWIAH Oatiarjacan 0ereej SH? XyyJIHWH 30pHITO Hb KHOEp aloynryi
OallNIbIT XaHTrax, OPOH HYTTHMMH OyX MDOIIIUIMHH CHCTEMHHMI Xamraajax
Tyxaiii0aJ, 3eBLIeeperyil H3BTPIJIT, XaJlJylaraac xaMmraajiax, [axuM Xajijiara,
TEPPOPUCT YW aXWiUlaraar Xs3raapiax, MOIIAIUIMAH 3pX 3YWH OPYHBIT
OOJIOBCPOHTYH OOJITOXO/T YUTIIATICOH.

“XapanIaruuiid 3pXuir xamraanax Tyxai’” Xoa000HbI Xyyiib (OXY -bIH Xyyib

12 Cybersecurity with Chinese characteristics. Digital governance in the Indo-Pacific and the Taiwanese
alternative. (2025). ARTICLE 19, 2025 (Creative Commons License 4.0)., www.articlel9.org;

132035 onvt 3 capoin 20-10 H221M29 XUUCIH;

" https://mn.wikipedia.org/wiki/%D0%9E %D 1 %80%D0%BE%D1%81;

5 DIGITAL 2024: THE RUSSIAN FEDERATION. (2024). https://datareportal.com/reports/digi-
tal-2024-russian-federation;

15 Mon mano;
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No 2300-I) anx 1992 onp 6atnarnax, 2024 onsl 7 gyraap capi HOMAIT 66PUIONT
opyyicaH. DH? Xyyilb Hb XOPATIATYHITH SPXUNUT XaMraanax, MHTEPHOIT YAITIHIT)
Y3YYJary Oaliryymiara OOJOH OHJIAMH YHITUMITI? Y3YYJIATUUHH XYI99X YYpar
XapUyLJlara, X3porIdTduiH MAIRIJUIMUT XaMraajlax, 30BILIOOPOTYH MDA
(Xyynp Oyc aryynara Oyxui Xygan Tamiaa M3I33, TOOPOTAYYICIH MDA )-UNT
MDBIIPAIIAX, XsI3raapiiax, HUATMHUMH CYJDKIATIIP Tapaaxbil XOPUITIOX, ONOKIOX,
yCTrax 33par 3pX 3YHH Xapuilaar 30XUIyyJJar.

2017 onnx Oartmaracan “Kubep aroynryil GaiijyibiH YHAICHUN cTpaTeru’ -
WIH 30pWITO Hb TYC YJICBIH KUOEp OpYHBI AIOYATYH Oaillibr XaHrax, YHAICHUN
aloyNnryd Oaiiiyplr Xamraanax, I[aXUM OpYMHA TOPUHH OOJOH TepuiiH Oyc
Oaifryyniaryya, UprafiuiiH HaXUM Yp 4aJIaBXbIl HAOMATYYIIIX3/ OPIIUHO. DHAIXYY
YHACHUIA CTpAaTEru Hb Japaax 30pWITHIT JIBIIYYJICOH OaiiHa. YYHI:

1. Kubep xammiareir WApYYJdX, TaclaH 30TCOOX, Xapuy YWD XUiiX
YaaBXbIT 09XKYYIIIX;

2. Kubep opuHbI HailiBapTail XaMraaJiajaThIl XaHTax;

3. Kubep Mt xapsr, OyAJIMaHBIr WIPYYJIdX, MIANrax, Xyyjdb XSHaJIThIH
MEXaHU3MBIT OOJIOBCPOHTYH OOJITOX;

4. Kubep opuywHI yJIC, KOMIIAaHW HOP XYHAMWUT Xamraanax, dIUdH 3acar,
YHIDCHUM alOyJITYH OalIIbIT XaHTax.

OXYVY Hp kubep aroyiaryi OaluIbIl XaHrax 4YMIIIA3pP OJIOH Oailryymiara
XaMmTpaH axwuiaaar 6eree 1 Xoia00oHs! atoynryi 6aiuieH anda (PCB) Haracsx
xstHanT TaBbaar. TyyawinH [Haxum xerknuita siam, Kubep aroynryit 6aitayibia ToB
39par Oalryymiaryys xapuylaraac ragHa TarHyyssiH Oairyymnara, Jlorooabi
LPPTUMH XY4YHUM KuOep canbap 33par Oalryysuiaryya 4 opoJiiIor.

Pockomuam3op (Federal Service for Supervision of Communications, In-
formation Technology and Mass Media) b 2008 onp Gaiiryynarncan, OXVY-
BIH MAJIPIJUTMIH canOapblH YHICOH XSHAJIT TaBbJar roi Oairyyiiara oM. DHD
Oaifryyniara Hb Hb MHTEPHAITUHH OpPYMHJ XSHAIT TaBbXK, AlOYIryH Oailaseir
XaHTrax, XyyJb 30pUCOH MIIIAIUIMNUI IIaNrax, THArIIPUNAT apuiirax, 30XHIyyinax
yyparmi'’. Tyxaitnban:

- Be0 caiit, aryynra, naxum M3A33JUTHHH alOyIryi 0aiigai, MHTEPHAT 19X

30BILIOOPONTYH MIIIIIUIANT XSHAX, 30XUILYYJIaX, COPIMKIYYIIT Orex;

- Ilaxum xanjaraac xamraajuaax, KuOep aroynryid Oaluiblr XaHrax 33par

0oJHoO.

OXY #p 2019 oHOOC 3XJIPH YHAICHUN HMHTEpHAITHUHH mudpmaT “RU-
NET”-uiir ammmian M3I2JUIMHH  yperaj, Xdp3DIIdHUH  XsSHanT Oyxui
MHTEPHAITUIH al0yNTyi Oai/UIbIH CUCTEMUIT Yycraay OaiiHa'®.

7 Russia  Ramps Up  Cybersecurity  Systems. (2025.2.6).  https://jamestown.org/program/rus-
sia-ramps-up-cybersecurity-systems/;
' Russia  Ramps Up Cybersecurity  Systems. (2025.2.6). https://jamestown.org/program/rus-
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I'ypaB. Kubep awoyaryii 6aiigan Xuiiriasa XuiMij1 OHYHBI X0COJIMOJ
XaMThIH a’KHJ1JIaraa

Xsaraapin 3acruiin raspaac 2010-aag oHBI Cyyiddp OO0JIOBCpYYyIICaH
“Xyuupxor maxum ync” (Strong Cyber Power) Gommoro Hb M3A33IIHIH
TEXHOJIOTUWH cayi0aphil YHAICHUHN aloylnryi Oaiinan, smauiH 3acar, 00JI0BCpOI,
Oaiiraib OPUMH 33PAT HUUTMUNH OYyXHH JI cajgbapT epreskyy/adX 30pHIroToi’’.
DHAXYY OOUIOTHIH TOJI TYIATYYp XOIXKYYJIX TAIPTYYIIX YUIIAIA XUIUMAIT OI0YH
Oartaar 6erees XsataasiH yaupaardug 2030 oH raxaa A3IXUR XUIMAIT Or0yHaap
TIPIYYJIdX OPOH 000X 30PWIITHIT 3apiacaH. Y YHI:

- TexHonmoruiiH TIPryymsx Oaip cyypb 00JOX LAXUM IIWDKWIT, poOoT,

aBTOMATKYYJIaJT, XMIM3J1 OFOYHbBI CUCTEMYYAUMUT 00JIOBCPOHTYH OOITOX.

- VYxaanar XsSHaJATBIH CHCTEM, WHTEPHATHHH aroyiaryil Oaiman, XuiMmam

OIOYHBI OOJIOBCPOJI, CyAalraa, UHHOBALBIT XOTKYYJIdX.

- AHY, EBpomnbiH X0I000HB TEXHOJIOTH, HHHOBAIBIH CAI0ApT OPCOIIIOX

qaBapaa J331LTYYJI3X 33p3T OOJIHO.

XsartaapiH 3acruiiH raspaac 2017 owax Oarnan rapracan “Ilun> yewiin
XHUMAJI OIOYHBIT XOerKyyidx Tenesieree (Next Generation Al Development
Plan)”-aa sH® 4MmOIMAH cyganraa, XerKYYJIdITUHH YHIICHUM TOBYYIUNUT
Oaiiryynax, OJOH YJCBIH XaMTBhIH aXWJIaraar eprexyysidX, MHHOBALBIH /1371
OyTIuiT Oalryynax 30pWITOTONW KWIUIAXK 3XIJICHIIP TyC yiacam “YHIICHUH
XUUMAIT oroyHBIT Xerkyymdx TeB (National New Generation Artificial Intelli-
gence Innovation Development Strategy Advisory Committee) Oaiiryynaracan
I'»K Y39K 00HO. DHIXYY TeB Hb toMchiH UHTEpHOT (Internet of Thing, IoT)-x
CYypWJICAaH yXaajlar X3pAIVI33HUN Mporpammyysd, poOOT, MaIllMH CYprajThil
XOIKYYJIDX, XYHUH dPXUUT XYHAITIICOH XUUMDII OIOYHBI €C 3Y#l 33pIadp dpAdM
HIMHKUIIT?, CyAraaHbl &K sByyaaar.

TyyHwiH Tyc yacaa Xuiman oroyHbl akagemu (Academy of Artificial
Intelligence), BAAI (Beijing Academy of Artificial Intelligence)? 33par oson
Oaiiryynara il axxusuiaraa siByy/pk OaiiHa.

Onranp cygairaansl Oaifryymnara Hb YIACBIH OOJIOH OpOH HYTTUHH
CaHXYYKMIT?3p CyJairaa XerKYyJITHHH aKWI sBYYJlaX, MHHOBALBIT JIIMKUX
X3 X3IPH XOTea0ep X3pArKyyiDkK OaiiraarniiH HAT kumdd Hb “HIuH> yeuiin
XUIMAJI OIOYHBIT XOIKYYJIIX TOJIOBIOree” oM.

OXY, BHXAY 2010 ona YHISCHMM aroyaryid Oaijan, WHHOBAIIBIH
canbapyyaaa XaMTpaH aXusiax TyXai rapan Xampapyya xuiican. Men Opoc-
XATaJblH XaMTbIH @)KUJJIaraaHbl CTPATETUHH XaMThIH a)KWJUIaraaHbl 4a/laBXbIl

sia-ramps-up-cybersecurity-systems/;
9 The Chinese State Council Official Website,
20 National Peoples Congress of China;
2L 2018 ono baiizyynazocan;
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HAMAIAYYIRX r3pa3ar 2014 onp Garancan. DAra3p XaMThIH a)XKUJuIaraa Hb 1apaax
TOJI YATTIDITYYIMAT Xamapy OaiiHa. YyH

- XUHAMDII OI0OYH, M3I33J13J1 TEXHOJIOTH;

- Kubep aroynryii Oaiinan, MIII3UIMHH CUCTEMUIHH XaMThIH a)KUILI1araa;

- DJuiH 3aCrMIH XaMThIH a)Kullaraa, cyjiajiraa, MHHOBall 33par OOJIHO.

XsTaaplH KAOEp OpOH 3aiiH XSHANT, KUOEp aroyiaryid OalibIr XaHrax
Oaitryymnaryyn 2017 oun OpockiH PockoMHaA30pTON XaMTpaH aKUJUIax riapad
Oaifryyrcas.

Onree Xstan, OpockiH 3acTHilH ra3paac SpJAdMTIH CyJIaaqy/IbIH XaMTapCaH
TEXHOJIOTUHH CyJairaa XerXYYJIITUHUT JIOMXKHXD TYJIXYYy aHxaapd OaiiHa.
Tyxaiinban: xamTapcaH cygairaaHbl TOBYYI OaWTyy/mhK, XUWMAJI OFOYH, KUOEp
aloyIry Oaiman 33par canmdapyydaa xamTpaH axwiiax Oaiina. Men Tesen,
Anc JopHon 33par 6yc HYTryyAaa XaMTapcaH TOCIYY/I XOPATKYYIDK OaifHa.

Jyruzir

CyyauiiH >KWIIYYI[ XMHAMAI OIOYH Hb HHUHTMUNH Oapar Oyx canbapr
HABTAPY, TYYH TYATYYpJiaH KUOep aroyaryi OalUIbIr XaHraxaJl MX33X3H XOPOHT®
opyynanT xuMrn»k OaifHa. Mamun cyprant (Machine learning), ryn cyprant
(deep learning), yxaamar arentyyn (Intelligent agents) 33par TeXHOJOTHIAT
XOKYYJICHIIP KHOep aroyiryi 6ailiblH acyyuTy yAbIT Yp alllurTai MIHHIBIPIIX
0010MXK OYPAK, YIAC OPHYYA 4 XaMTapCaH CyJairaa XerKYYJIITUHH aKITyyIbIr
ABYYIDK OaifHa.

Opoc, Xsaran yiac xamMTpaH OJIOH YJCBIH LIAXUM XyYlb 3YHH IIMHIYIAIN,
[IMHA CTaHJapT OOJIOBCPYYIIax aXKJIbIH XYPIIHA KUOep aroynryi 6ainan xuirang
XMMMDAJI OIOYHBII XaMTpPaH XOIKYYJdX 30pWIro OyXWil HUNTIAT CTpaTeru
00J0BCPYY/DK Oaliraa Hb TYYHUU HAT JKHIIAD FOM.

XuHM3JT OIOYHBI TyCJIaMKTalraap eHaep Xypi, HapuiBuiIaaTai TOOI00I0J
XHUIDK, acap UX XOMXKIOHHUU OTerUIMir OOMUT UArT IIMHXIPX YajBap Ouid
6onoox Oaitna®®. L[ppruiin axkuiiaraa, 0aTiaH XaMraauax CTPATErua XUAMAI
OIOYHBIT HIBTPYYJDK Oaiiraa Hb OWe JaacaH CHUCTEMHIH JIBIIWJ, MAI3IJUIMIH
JYH IIUHKWIIT), al0YJI 3aHAJIBIT YHAJIOX 33P3T OPUMH YEUIH JalH MYIATAIXY I
©OPUWISNTHIAT aBUMpY OaifHa. DAr33p TEXHOIOTH Hb TarHyyJ, JIOTUCTHK, ITHHIBAP
raprax YHI SBIBII aBTOMATXKYYJDK, XYHUM aMb HAacaHJ y4pax SPCAIANT
Oyypyyaax, HIMHIBIP TapraiTbhil OHOBUTOW OOJNroX, YHI aXuilaraanel Yp
AIITUUT AI2MUTYYIX O0NOMKTOW. ['3CIH XdAuii 4 aBTOMATKYYJICaH MPOIECCT
X3T Halijy1ara TaBUX Hb XapuyLJIarbH 30p4mil 00JIOH T3p AyHaa MepresieeoHTI1
Oyc HyTarT Xycaaryii yp AaraBapT Xyprax 00m30mmryii?.

2 Moosonmuiin aroyreyi batidan. hitps://www.isd.gov.mn/a/33;

3 Aroyneyii 6atioan cyonanvin xyposndu. (2025.4.29). “Xuimon oroyn yxaau - aroyreyii 6aidan b6a éc 3yu”
007100 xonoeutin moum. https://niss.gov.mn/archives/4040;
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Kubep aroynryii Oaiinann XuiiMa/1 OIOYyH alUINIAXbIH 3apUM ad TYCHIT
oypasain?t:

1. XuliMd1 OIOyHBl MWUHTYY Hb CYYIAPUHH OTermjIuir TOIOPXOMIIK,
ererneJ XaHaax X3BUIH Oyc OalAIbIr XsIHAX, OTOTIeI ICBAI HYYIl MDA
XaHJICaH XYH OypT Tynrapd OOJ30IITYH SPCAdIMIH Talmaap KuOep aryiryu
OalUIBIH MAPTMKUITHYYISI COPIMNKIYYIDX, OOAUT HAr XyralaaHj acyyasbir
WIPYYIIX OOIOMKTOM GONTOIOT.

2. XulMAIT OIOYHBI TEXHOJIOTH Hb CYJDKIIHUN AM3IT Oaliuieir Oyypyyrax,
KHOEp IIMT X3PTUIT WIPYYIIdX, Xamraajiax, ypbIuuiiaH COPTHIIIX apra XaMxK39
aBaxaj TycajHa.

3. XuiiM3J1 010yHBI 3arBapyys Hb CUCTEM/1 30BILIOOPOIITY I HIBTPAX OPOJIJIOT0
OYpUHH SPCHdI JAYH HIMHXWITD XHIDK, XYBHMH MO3IIAIIIND JaMXKyYJIaH
XIPANIdIYUNAT  Oarairaaxyynax 33priadp aryiaryil OaluibIl TIHIBIPXKYYIIX
OOJIOMKTOH.
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